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1 Product & Accessories ct & Accessories



2 Parts and Description 



3 Installation 
Before installing the camera, make sure the 
mounting surface can three times 
the weight of your camera. 
Do not let the cables get caught in
improper places or the electric line cover  
be damaged. This may cause a  or 
fire. 
Using the mounting template sheet or the 
camera itself, mark and drill the necessary 
holes in the wall or ceiling. 
Pass the wires through and make all
necessary connections. See cabling section 
for more information. 
To use the camera’s water proof wiring: 

Install the LAN cable into ‘a’. 
‘b’ will be assembled to ‘a’ with a 1/4 turn. 
Thread ‘c’ tightly to ‘b’ .Adjust the
camera to obtain an optimum angle 
by loosening the lock screws.

Tighten the lock screws after you finish 
adjusting the view angle of the camera. 
Remove the protection film softly to complete 
the installation 

NOTE: To ensure moisture seal, make sure the O-ring is in place between ‘a’ and ‘b’. In extreme environments use of an outdoor 

rated sealer is recommended. 

NOTE: When using the waterproof cap, crimp the RJ45 connector after passing the cable through the waterproof cap.

Mounting 
template

Rubber 
plug

Lock
screw



4 Cabling 

1. NETWORK CONNECTIONS – If you are using a PoE Switch, connect the camera using
an Ethernet cable for both data and power. 

2. NETWORK CONNECTIONS – If you are using a non-PoE switch, connect the camera to 
the switch using an Ethernet cable for data transmission and use a power adapter to
power the camera. 

Use the diagram below to connect all external devices to the camera: 



5  

To log in to the camera, open an Internet Explorer page and input the camera’s IP address.  
If you are connecting to the camera for the first time, be sure to download the ActiveX 
control. After downloading, a login window will pop up as shown below. 

Input the username and password to log in. 

After you log in, you will see the following window. 

The following table is the instructions of the icons on the remote preview interface. 

The default username is “admin”; the default password is “admin”.







































For more accuracy, here are some recommendations for installation. 
Cameras should be installed on stable surfaces, as vibrations can affect the
accuracy of detection.
Avoid pointing the camera at the reflective surfaces (like shiny floors, mirrors,
glass, lake surfaces and so on).
Avoid places that are narrow or have too much shadowing.
Avoid scenario where the object’s color is similar to the background color.
At any time of day or night, please make sure the image of the camera is clear
and with adequate and even light, avoiding overexposure or too much darkness
on both sides.



Enable the applicable detection that’s desired.
Scene Change Detection: Alarms will be triggered if the scene of the monitor video
has changed.
Video Blur Detection: Alarms will be triggered if the video becomes blurry.
Abnormal Color Detection: Alarms will be triggered if the video becomes obscured.

Set the alarm holding time and alarm trigger options. The setup steps are the same
as motion detection. Please refer to motion detection chapter for details.

Click “Save” button to save the settings.
Set the sensitivity of the video tampering detection. Click “Sensitivity” tab to go to

the interface as shown below.

Drag the slider to set the sensitivity value or directly enter the sensitivity value in the 
textbox. Click “Save” button to save the settings. 
The sensitivity value of Scene Change Detection: The higher the value is, the 
more sensitive the system responds to the amplitude of the scene change. 
The sensitivity value of Video Blur Detection: The higher the value is, the more 
sensitive the system responds to the blurriness of the image.  
The sensitivity value of Abnormal Color Detection: The higher the value is, the 
more sensitive the system responds to the obscuring of the image.  

The requirements of camera and surrounding area
Auto-focusing function should not been enabled for video tampering detection.
Try not to enable video tampering detection when light changes greatly in the

scene.
Please contact us for more detailed application scenarios.



Enable line crossing alarm and set the alarm holding time.
Set alarm trigger options. The setup steps are the same as motion detection.

Please refer to motion detection chapter for details.
Click “Save” button to save the settings.
Set area and sensitivity of the line crossing alarm. Click the “Area and Sensitivity”

tab to go to the interface as shown below.



A<-B: The alarm will be triggered when the intruder crosses over the alarm line from B 
to A. 
Click the “Draw” button and then drag the mouse to draw an alarm line in the image. 
Click the “Stop” button to stop drawing. Click the “Clear” button to delete the cordons. 
Click the “Save” button to save the settings.  
5. Set the schedule of the line crossing alarm. The setup steps of the schedule are the
same as the schedule recording setup (See Schedule Recording).

Configuration of camera and surrounding area
Auto-focusing function should not be enabled for line crossing detection.
Avoid the scenes with many trees or the scenes with various light changes (like

many flashing headlights). The ambient brightness of the scenes shouldn’t be too low.
Cameras should be mounted at a height of 2.8 meters or above.
Keep the mounting angle of the camera at about 45°.
The detected objects should not be less than 1% of the entire image and the largest

sizes of the detected objects should not be more than 1/8 of the entire image.
Make sure cameras can view objects for at least 2 seconds in the detected area for

accurate detection.
Adequate light and clear scenery are crucial for line crossing detection.
Please contact us for more detailed application scenarios.

Here we take some improper application scenarios for instance.



Enable perimeter intrusion detection alarm and set the alarm holding time.
Set alarm trigger options. The setup steps are the same as motion detection.

Please refer to motion detection chapter for details.
Click the “Save” button to save the settings.
Set the alarm area of the intrusion detection. Click the “Area” tab to go to the

interface as shown below.



Set the alarm area number on the right side. Up to 4 alarm areas can be added. 
Click the “Draw Area” button and then click around the area where you want to set as 
the alarm area in the image on the left side (the alarm area should be a closed area). 
Click the “Stop Draw” button to stop drawing. Click the “Clear” button to delete the 
alarm area. Click the “Save” button to save the settings.  
5. Set the schedule of the perimeter intrusion detection. The setup steps of the
schedule are the same as schedule recording setup (See Schedule Recording).

Configuration requirements of camera and surrounding area
Auto-focusing function should not be enabled for intrusion detection.
Avoid the scenes with many trees or the scenes with various light changes (like

many flashing headlights). The ambient brightness of the scenes shouldn’t be too low.
Cameras should be mounted at a height of 2.8 meters or above.
Keep the mounting angle of the camera at about 45°.
The detected objects should not be less than 1% of the entire image and the largest

sizes of the detected objects should not be more than 1/8 of the entire image.
Make sure cameras can view objects for at least 2 seconds in the detected area for

accurate detection.
Adequate light and clear scenery are crucial to perimeter intrusion detection.
Please contact us for more detailed application scenarios.

Here we take some improper application scenarios for instance.





















































9 Dimensions 








